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The Online Data Protection Suite can be downloaded and installed in three clicks and in less than 30 seconds. 

The software supports Internet Explorer/Firefox browsers and operates on Windows XP(SP3), Windows 

Vista(SP2), Windows 7, 8, 8.1 and 10.  

TO INSTALL THE PRODUCT: 
1. Click on the download link provided in your program confirmation e-mail and follow the instructions in the 

software which is also detailed below. 
 

2. Select either “Run” from the available options or save the file to your desktop and double-click to run the 

software from there. 

 

3. A setup wizard will appear to guide you through installation of the Online Data Protection Suite. To begin, 

click “Next”.  Note: All other applications must be closed before installing 
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4. Please read through the license agreement and click “I Agree” to consent to the agreement and proceed 

with the installation.  Upon consent of the license agreement, the installation begins. 

 

 

 

5. Once complete, restart your computer to ensure that the online data protection features have been 

activated.  
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Note: If you encounter any problems with the software during the initial installation and testing, it is advised that 

you reinstall the program. 

 

UPON INSTALLATION, YOU WILL FIND THE FOLLOWING FEATURES NOW ACTIVATED: 

The DataScrambler
®

, located on the top right-hand corner, replaces your every key stroke with random, 

alternate keystrokes when typing into your browser window or on any online websites.  
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The PhishBlock
®

 warning may also appear if you attempt to navigate into a phishing site. To avoid entering the 

site, click the “Close this webpage” button and the browser window will close preventing you from entering the 

phishing site. 

 


